a2 United States Patent

Donaho et al.

US009460469B1

US 9,460,469 B1
Oct. 4, 2016

(10) Patent No.:
45) Date of Patent:

(54)

(71)

(72)

(73)

")

@
(22)

(62)

(1)

(52)

(58)

SYSTEM AND METHOD FOR FINANCIAL
SERVICES DEVICE USAGE

Applicant: JPMorgan Chase Bank, N.A., New
York, NY (US)

Inventors: Emma Donaho, Columbus, OH (US);
Joseph Bradley Nolan, New Albany,
OH (US); William Budde, Dublin, OH
(US); Giancarlo Miranda, Columbus,
OH (US); William Scott Sheley,
Dublin, OH (US)

Assignee: JPMorgan Chase Bank, N.A., New
York, NY (US)
Notice: Subject to any disclaimer, the term of this

patent is extended or adjusted under 35
U.S.C. 154(b) by 0 days.

Appl. No.: 14/692,328

Filed: Apr. 21, 2015

Related U.S. Application Data

Division of application No. 14/079,091, filed on Nov.
13, 2013, now Pat. No. 9,058,626.

Int. CI.
GO7F 9/08 (2006.01)

G06Q 10/02 (2012.01)

GO7D 11/00 (2006.01)

GO7D 9/00 (2006.01)

U.S. CL

CPC oo GO6Q 40/02 (2013.01); GO7D 9/00

(2013.01); GO7D 11/0006 (2013.01); GO7D
11/009 (2013.01); GO7D 11/0072 (2013.01)
Field of Classification Search
USPC ........... 194/216, 217; 902/9, 11-13, 20, 21;
700/215, 218; 235/130 R, 385
See application file for complete search history.

430 .

o
432-—

434 —

(56) References Cited
U.S. PATENT DOCUMENTS
1,985,592 A 2/1933 Woodward et al.
2,005,003 A 6/1935 Patton et al.
3,653,480 A 4/1972 Yamamoto et al.
3,938,090 A 2/1976 Borison et al.
4,050,375 A 9/1977 Orleans
(Continued)
FOREIGN PATENT DOCUMENTS
EP 421808 4/1991
EP 0665486 8/1995
(Continued)

OTHER PUBLICATIONS

Hasting, Nelson et. al., A Case Study of Authenticated and Secure
File Transfer The Iowa Campaign Finance Reporting System.

(Continued)

Primary Examiner — Mark Beauchaine
(74) Attorney, Agent, or Firm — Hunton & Williams LLP

(57) ABSTRACT

An intelligent process is provided for a business to interface
with a financial institution. A container is provided that is
capable of interfacing with a financial transaction device.
The container may have one or more internal compartments
sized to accommodate cash, coins, and/or checks. The
container may be available in a variety of sizes. The con-
tainer is capable of being sealed and locked in a tamper
proof manner. A tracking device may be included with the
container. The container may contain a computing device.
The container may then be taken to a designated location
having a financial transaction device with which the con-
tainer can interface. The financial transaction device may be
located at a branch of a financial institution or another
location, such as at the business itself or at another location.
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SYSTEM AND METHOD FOR FINANCIAL
SERVICES DEVICE USAGE

CROSS REFERENCE TO RELATED
APPLICATIONS

This application is a divisional of U.S. patent application
Ser. No. 14/079,09, filed Nov. 13, 2013, the contents of
which are hereby incorporated by reference in their entirety.

FIELD OF PREFERRED EMBODIMENTS

Exemplary embodiments relate generally to providing
financial services, such as through devices such as financial
services kiosks and Automated Teller Machines.

BACKGROUND

In a typical business interaction with a financial institu-
tion, a representative of the business brings in a bag con-
taining the cash and checks received at the business. The bag
is typically locked. The bag is handed over to a teller who
proceeds to process the contents for deposit. In some case,
a withdrawal, such as for cash and coins, is desired and the
teller provides the representative with the requested cur-
rency. This is done daily or near daily for most businesses.
In some cases, the bag is physically deposited into a slot or
other container at the financial institution and is then pro-
cessed separately; in many cases, this is the after-hours
procedure. A separate trip is required to make a withdrawal,
which must be done during business hours of the financial
institution. This process is manpower intensive and slow
because of the manual involvement of financial institution
employees in processing the bag contents.

In other interactions with a financial institution, typically
at a drive up teller area, a customer uses a pneumatic tube
system or a drawer for conducting a transaction at a drive-up
teller location. The pneumatic tube system typically has a
cylinder that serves as the container for conveying material
related to the transaction between the customer and the
teller. The drawer system involves the customer placing
material for the transaction into an opening in the drawer,
which is then closed to convey the material to the teller. This
process is manpower dependent since the teller must open
the container and manually process the contents and is also
dependent upon the infrastructure to support the pneumatic
tube and the drawer system. These features also cannot be
retrofitted in an efficient manner to financial institution
locations.

These and other deficiencies exist.

SUMMARY OF THE PREFERRED
EMBODIMENTS

An exemplary embodiment includes a computer imple-
mented method with the following steps: receiving, by a
financial services device, comprising at least one computer
processor, a container from a business entity, wherein the
container has an internal volume and is configured to hold
contents comprising one or more of cash, coins, and checks
and the container is received into a receptacle at the financial
services device; extracting, by the financial services device,
the contents; processing, by the financial service device, the
contents; and ejecting the container by the financial services
device following the processing of the contents.

Another exemplary embodiment includes an apparatus,
including: a container having an internal volume, the inter-
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nal volume being configured to hold one or more of cash,
coins, and checks; a locking cover for sealing the container,
wherein the locking cover is tamperproof; a computer pro-
cessor comprising computer memory, a display, and an input
device integral to the container; a tracking system integral to
the container; the container being configured to engage with
a financial services device and establish an interface
between the container and the financial services device
during the mating such that the contents of the container are
removed and processed by the financial services device.

Another exemplary embodiment includes a financial ser-
vices device, including: a processor; and a memory com-
prising computer-readable instructions which when
executed by the processor cause the processor to perform the
steps comprising: receiving a container from a business
entity, wherein the container has an internal volume and is
configured to hold contents comprising one or more of cash,
coins, and checks and the container is received into a
receptacle at the financial services device; extracting the
contents; processing the contents; and ejecting the container
following the processing of the contents.

Another exemplary embodiment includes a computer
implemented method with the following steps: receiving, by
a device, comprising at least one computer processor, a
container associated with a business entity, wherein the
container has an internal volume and is configured to hold
contents comprising a first set of one or more of cash and
coins and the container is received into a receptacle at the
device and the device is located at a location of the business
entity; inserting one or more of cash and coins into the
container in response to the receiving of the container,
wherein the first set of one or more of cash and coins
comprises an inventory for issuance to an employee for use
during a course of business for the business entity; ejecting
the container by the device following the inserting.

Another exemplary embodiment includes a computer
implemented method with the following steps: receiving, by
a financial services device, a container from a customer of
a financial institution associated with the financial services
device, wherein the container has an internal volume and is
configured to hold contents comprising one or more of cash,
coins, and checks and the container is received into a
receptacle at the financial services device and wherein
further the container is paired with the customer; extracting,
by the financial services device, the contents; and process-
ing, by the financial service device, the contents.

In other exemplary embodiments, the preceding method
may be performed using a system with a processor and a
memory comprising computer-readable instructions which
when executed by the processor cause the processor to
perform the method steps.

These and other embodiments and advantages of the
invention will become apparent from the following detailed
description, taken in conjunction with the accompanying
drawings, illustrating by way of example the principles of
the various exemplary embodiments.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a diagram of a system in accordance with an
exemplary embodiment.

FIG. 2 is a flow chart of a method of using a container
with a financial services device in accordance with an
exemplary embodiment.

FIG. 3A depicts an internal view of a container in accor-
dance with an exemplary embodiment.
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FIG. 3B depicts an external view of a container in
accordance with an exemplary embodiment.

FIG. 4 depicts an external view of a container in accor-
dance with an exemplary embodiment.

FIGS. 5A and 5B are a flow chart of a method of using a
container by a business in accordance with an exemplary
embodiment.

DETAILED DESCRIPTION OF THE
PREFERRED EMBODIMENTS

It will be readily understood by those persons skilled in
the art that the embodiments of the inventions described
herein are capable of broad utility and application.

Accordingly, while the invention is described herein in
detail in relation to the exemplary embodiments, it is to be
understood that this disclosure is illustrative and exemplary
of embodiments of the invention are described to provide an
enabling disclosure of the invention. Accordingly, the dis-
closure is not intended to be construed to limit the embodi-
ments of the invention or otherwise to exclude any other
such embodiments, adaptations, variations, modifications
and equivalent arrangements. While the various embodi-
ments of the present invention are described in the context
of financial transaction/services devices and providing of
financial service through such devices, the methods and
systems described herein may be applied to other related
services involving interaction with similar devices in other
industries and services.

The following descriptions are provided of different con-
figurations and features according to exemplary embodi-
ments. These configurations and features may relate to
providing financial services through financial services
devices. While certain nomenclature and types of applica-
tions/hardware are described, other names and application/
hardware usage is possible and the nomenclature provided is
done so by way of non-limiting examples only. Further
while particular embodiments are described, it should be
appreciated that the features and functions of each embodi-
ment may be combined in any combination as is within the
capability of one of ordinary skill in the art. The attached
Figures provide additional details regarding the present
invention. It should also be appreciated that these exemplary
embodiments are provided as non-limiting examples only.

While a single illustrative block, module or component is
shown, these illustrative blocks, modules or components
may be multiplied for various applications or different
application environments. In addition, the modules or com-
ponents may be further combined into a consolidated unit.
The modules and/or components may be further duplicated,
combined and/or separated across multiple systems at local
and/or remote locations. For example, some of the modules
or functionality associated with the modules may be sup-
ported by a separate application or platform. Other imple-
mentations and architectures may be realized. It should be
appreciated that embodiments described may be integrated
into and run on a computer, which may include a pro-
grammed processing machine which has one or more pro-
cessors. Such a processing machine may execute instruc-
tions stored in a memory to process the data and execute the
methods described herein.

As noted above, the processing machine executes the
instructions that are stored in the memory or memories or
persistent or non-transitory data storage devices to process
data. This processing of data may be in response to com-
mands by a user or users of the processing machine, in
response to previous processing, in response to a request by
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another processing machine and/or any other input, for
example. As described herein, a module performing func-
tionality may have a processor.

The logic herein described may be implemented by hard-
ware, software, and/or a combination of the two. In embodi-
ments where the logic is implemented using software,
upgrades and other changes may be performed without
hardware changes. The software may be embodied in a
non-transitory computer readable medium.

Exemplary methods are provided by way of example
herein, as there are a variety of ways to carry out the method
disclosed herein. The methods depicted in the Figures may
be executed or otherwise performed by one or a combination
of various systems, such as described herein. Each block
shown in the Figures represents one or more processes,
methods, and/or subroutines carried out in the exemplary
methods. Each block may have an associated processing
machine or the blocks depicted may be carried out through
one processor machine. Furthermore, while the steps may be
shown in a particular order, it should be appreciated that the
steps may be conducted in a different order.

Financial services devices, as used herein, may include
machines, kiosks, and stations for performing financial
services transactions. These devices include, but are not
limited to, automated teller machines (“ATMs”), personal
teller machines (“PTMs”), financial self-service devices,
financial services kiosks, financial transaction devices, por-
table electronic devices, money machines, cash machines,
bank machines, and bancomats. The financial services
device may have two way video and audio capabilities to
enable a user to interact with a customer representative of
the financial institution on a 24 hour a day basis. The remote
customer representative may have the capability to remotely
operate and control the financial services device to assist the
user.

Financial institution, as used herein, may include institu-
tions that provide financial services to their members or
customers. Financial institutions may include, but are not
limited to banks, credit unions, trust companies, mortgage
loan companies, insurance companies, investment banks,
underwriters, armored car companies, and brokerage firms.

According to exemplary embodiments, an intelligent pro-
cess is provided for a business or customer to interface with
a financial institution. A container is provided that is capable
of interfacing with a financial transaction device. The con-
tainer may be referred to as a cash drawer or a cartridge or
a cassette. The container may have one or more internal
compartments. The internal compartments may be sized to
accommodate cash, coins, checks, and/or other financial
instruments or documents. The container may be available in
a variety of sizes. The container may take a number of forms
and variations. The container is capable of being sealed and
locked in a tamper proof manner. A tracking device may be
included with the container. The container may contain a
computing device. The container may be programmed to
understand its own status and/or state. For example, the
container may be able to sense it has contents, is locked, is
being moved, etc. The container may be color coded or
marked or labeled to enable pairing to a particular business
or customer. The pairing may be important in the case of
processing of multiple containers simultaneously from dif-
ferent sources. Thus, the container may be designed as a
vehicle through which a business or a customer can put its
cash, coins, checks, and/or financial instruments for deposit.
The container may be communicatively coupled to the
device. The container may communicate with the device.
The container may send status updates to the device. For
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example, the computing device of the container may com-
municatively couple with the device. The container may
inform the device of its status. For example, the container
may notify the device if it has a fault, is tampered with, is
full, etc. The device in turn may notify or otherwise report
the financial institution regarding the container status. In
some embodiments, the device may notify or otherwise
report to the customer or business regarding the container
status. The reporting may be performed electronically using
a predetermined electronic path. For example, texts or email
may be used. In other embodiments, the container may
provide the status updates, notifications, and/or reports
directly to the financial institution and/or customer or busi-
ness.

The container may then be taken to a designated location
having a financial transaction device with which the con-
tainer can interface. The financial transaction device may be
located at a branch of a financial institution or another
location, such as at the business itself or at another location.
In some embodiments, the financial transaction device may
be a free standing device, divorced from the financial
institution location.

The container can be inserted or otherwise interfaced with
the financial transaction device. The person inserting the
device (such as the customer or business representative) may
be required to authenticate themselves to the financial trans-
action device. The financial transaction device may unlock
and unseal the container and remove the contents. The
financial transaction device may communicatively couple
with the container through its computer device. The financial
transaction device may process the contents of the container.

The processing may include reporting the status and
results of the processing to the financial institution. The
reporting may be performed electronically over a computer
network. In some embodiments, the device may be capable
of recycling the contents from the container. The device may
be capable of destroying the contents of the container. In
some embodiments, the device may be capable of producing
currency and/or financial instruments. In other embodi-
ments, the device may need to be periodically emptied and
loaded with currency and/or financial instruments. The
device may report or signal when it requires service or
emptying or restocking as appropriate. Accordingly, the
device may be aware of its status, as well as that of the
container. The device may communicatively couple with the
container. The device may track the container’s status using
the tracking system that may be part of the device.

The financial transaction device may insert contents into
the container and reseal and relock the container. In this
manner, a withdrawal may be made. The inserted contents
may include cash and coil, including strapped cash and
rolled coins. The withdrawal may be pre-staged with the
financial transaction device through a remote interface. In
some embodiments, the withdrawal may be programmed
into the container. In other embodiments, the withdrawal
may be requested at the financial transaction device.

Upon completion of the processing, a receipt may be
provided. In some embodiments, the receipt may be pro-
vided electronically. The process may be fully automated
such that a human teller or representative is not required for
the processing of the container.

According to exemplary embodiments, an automated,
secure process may be provided for businesses to manage
cash using the container. A business, such as a merchant,
may have a series of containers for internal business use. The
containers may be configured to mate with the business’s
point of sale devices. In some embodiments, the containers
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may double as cash drawers for the point of sale devices.
The container may be assigned to a particular employee and
may be loaded at the start of the employee’s shift with a set
amount of cash and coins. The container may be loaded form
a device located at the business. The device may serve as a
central safe or depository for the business’s funds. The
device may be configured as described here for interfacing
with the container according to exemplary embodiments.
The device may be managed by the financial institution. The
device may have multiple receptacles to receive multiple
containers at once.

The container may be inserted into or otherwise interfaced
with the point of sale device. The point of sale device may
extract the contents of the container into a cash drawer, or in
the case of the container being the cash drawer, use the
container. Upon completion of the employee’s shift, the
container may be reloaded by the point of sale device with
cash and coins collected during the course of business. The
point of sale device may seal and lock the container. The
container may be ejected or otherwise removed from the
point of sale device.

In some embodiments, the container may indicate when it
is full and needs to be removed from the point of sale device
and returned to the device for processing and emptying.

The container may then be returned to the device and the
contents processed. The container may be stored by the
device or it may be emptied and ejected. The device may
then provide automated balancing and accounting of the
daily intake and expenditures of the business. The automated
process may assist in preventing and/or identifying fraud in
the handling of cash and coins.

As part of the processing, the device may band bills and
roll coins to keep its contents organized. These banded bills
and rolled coins may be dispensed into containers for use by
the business.

To reload the container, it may be reinserted by the
employee at his’/her next shift. The business may have
multiple containers. Each may be assigned to one or more
employees. In some embodiments, an employee may not
have an assigned container, but may take any container and
enter a code or other identification into the container to
indicate who is using the particular container. The code or
other identification may be entered into the device following
insertion of a container. In some embodiments, the employee
may specify the contents to be inserted into the device. In
other embodiments, the contents of the container may be
predetermined.

At certain intervals, the device may be serviced by the
financial institution or a designed third party to empty the
contents and restock as needed. In some embodiments, the
contents of the device may be processed by the device by
loading a container and then the container being handled
according to the methods described herein.

In some embodiments, the containers may be serviced and
handled by a third party. For example, a third party may
handle, distribute, collect, and process containers for one or
more business locations. The third party may have one or
more devices capable of processing the containers. In certain
embodiments, the containers may be capable of communi-
cating with the third party as to the container’s status. For
example, if the container is full and needs processed, the
container may communicate to the third party this status.
The third party may then proceed to the container’s location
to pick-up and process the container. The communication
may be over a computer network and/or over a cellular
network and/or over a wireless network. The third party may
convey contents processed from containers, such as cur-



US 9,460,469 B1

7

rency and coins, to the financial institution. The financial
institution may provide the third party with currency and
coins to load into containers. In some embodiments, the
third party may use one or more containers to transfer
currency, coins, checks, and other financial instruments to
the financial institution. The third party may receive cur-
rency and coins in the container.

An override code may be used to allow appropriate
business personnel to perform withdrawals from the device
of particular amounts to meet business needs, such as, for
example, petty cash or paying vendors.

According to exemplary embodiments, the required infra-
structure to support the systems described herein may be
retrofitted to existing financial services devices or built-in to
new financial services devices. The retrofit may require a
hardware upgrade and a software upgrade as well as addi-
tional hardware added to the existing financial services
device. Existing pneumatic tube systems (as described in the
background) may be integrated into exemplary embodi-
ments by replacing the teller with a computer machine to
perform the container processing.

FIG. 11is a system according to an exemplary embodiment
of the invention. System 100 may provide various function-
ality and features associated with the program. More spe-
cifically, system 100 may include a device 110, a second
device 120, and an Nth device 130, a network 135, a
processing module 140, a database 150, other systems 160,
a portable electronic device 170, a server 180, and contain-
ers 190, 192, and 194.

As noted above, the processing machine executes the
instructions that are stored in the memory or memories or
persistent or non-transitory data storage devices to process
data. This processing of data may be in response to com-
mands by a user or users of the processing machine, in
response to previous processing, in response to a request by
another processing machine and/or any other input, for
example. As described herein, a module performing func-
tionality may have a processor.

According to exemplary embodiments, the system 100
may be configured to carry out the methods as described
herein. The system 100 may have device 110 associated
therewith. A second device 120 and an Nth device 130 may
be further associated with the system 100. The devices 110,
120, and 130 may each be a processing machine. Each
device 110, 120, and 130 may include software and/or
modules to implement the methods described herein accord-
ing to exemplary embodiments. Each device 110, 120, and
130 may provide processing, display, storage, communica-
tions, and execution of commands in response to inputs from
a user thereof and respond to requests from the software
and/or modules.

The devices 110, 120, and 130 may each serve as a client
side. Each device 110, 120, and 130 may be a “fat” client,
such that the majority of the processing may be performed
on the client. Alternatively, the device 110, 120, and 130
may each be a “thin” client, such that the majority of the
processing may be performed in the other components of the
system 100 as shown in FIG. 1. The devices 110, 120, and
130 may be configured to perform other functions and
processing beyond the methods described herein. The
devices 110, 120, and 130 may each be a part of a larger
system associated with the financial institution. The devices
110, 120, and 130 may be multi-functional in operation.

Each device 110, 120, and 130 may have a display and an
input device associated therewith. The display may be
monochrome or color. For example, the display may be a
plasma, liquid crystal, or cathode ray tube type display. The
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displays may be touch screen type displays. The devices 110,
120, and 130 may have more than one display. The multiple
displays may be different types of displays. The display may
have sub-displays there on. For example, the device 110, 120
and 130 may have a large display surface. The display for
the user interface may occupy a portion or less than the
whole of the large display surface.

The input device may be a single device or a combination
of'input devices. For example, the input devices may include
a keyboard, both full-sized QWERTY and condensed, a
numeric pad, an alpha-numeric pad, a track ball, a touch pad,
a mouse, selection buttons, and/or a touch screen. As
described above, the display may serve as an input device
through using or incorporating a touch screen interface. The
devices 110, 120, and 130 may include other devices such as
a printer and a device for accepting deposits and/or dispens-
ing currency and coins.

The device 110, 120, and 130 may have one or more
cameras, optical sensors, or other sensing devices. The
sensors may be computer controlled and may capture digital
images.

According to some embodiments, the devices 110, 120,
and 130 may be financial services devices as described
herein. The financial services device may be a transaction
device for conducting transactions with the financial insti-
tution. For example, the devices 110, 120, and 130 may each
be an Automated Teller Machine (ATM) or similar self-
service device. In other embodiments, the devices 110, 120,
and 130 may each be financial services kiosks. The devices
110, 120, and 130 may have different levels of functionality.
The device 110, 120, or 130 may be a dedicated transaction
device for exemplary embodiments. In some embodiments,
the device 110, 120, or 130 may be an existing transaction
device that has been upgraded to perform the methods
described herein. For example, an ATM may be upgraded
with a receptacle to receive the container according to
exemplary embodiments. The upgrade may include a recep-
tacle module and other software/hardware upgrades to per-
form the methods described herein.

In some embodiments, the devices 110, 120, and 130 may
be a portable or hand-held computing or electronic devices,
or other types of computing devices, which have the
described functionality. For example, the devices 110, 120,
and 130 may be tablet computing devices. The tablet com-
puting device may be used to perform transactions similar or
the same as those at a traditional ATM as described herein
or to interface with a financial services device. For example,
the tablet computing device may be a part of the financial
services device. Additional devices may be coupled to the
portable or hand-held computing device to perform various
functions such as accepting deposits or dispensing currency.

The devices 110, 120, and 130 may provide various
functionality and features for conducting transactions with
the financial institution. Accordingly, the devices 110, 120,
and 130 may be referred to as financial transaction devices.
For example, the devices 110, 120, and 130 may be capable
of accepting deposits and mixed deposits, withdrawals and
multi-denomination withdrawals, including strap cash out,
coin deposits/withdrawal, including both rolled and loose
coin withdrawals, check cashing, statement printing, wires,
bill pay, and check printing. It should be appreciated that the
devices 110, 120, and 130 may be capable of other functions
and features. Transactions may be supported relating to
other financial institutions. For example, the device may be
part of a network associated with more than one financial
institution. The network may be managed by a third party.
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The devices 110, 120, and 130 may have a log-in device
associated therewith. The log-in device may be used to allow
access to the device. The log-in device may require a
particular input or it may accept a combination of inputs.
The input may serve as an authentication of the user to the
device 110, 120, or 130 and the system 100 in general.
Various authentication or log-on systems and methods may
be used. For example, these methods and systems may
include entering a password or PIN (Personal Identification
Number) or using a card to log-on, either via swiping the
card through a reader, such as a magnetic stripe reader or a
smart chip reader, or through a radio frequency system
(which may require that the card be placed in proximity to
an appropriate reader (i.e., a contactless system), such as
RFID (Radio Frequency Identification) or NFC (Near Field
Communications). For example, the Blink® system may be
used. It should be appreciated that the card may include a
combination of a magnetic stripe, a smart chip, and radio
frequency. Further, the use of the card is exemplary only and
the card may include fobs, stickers, and other devices.
Biometrics may be used, such as fingerprints, facial recog-
nition, speech recognition, or retinal scan. A combination of
these systems may be used. Biometrics may be used in
addition to other log-in methods and systems.

The devices 110, 120, and 130 may be communicatively
coupled to a network 135. Accordingly, the devices 110,
120, and 130 may be geographically dispersed. Conversely,
two or more of devices 110, 120, and 130 may be located in
close proximity to provide a cluster of devices for customer
use. For example, the devices may be located within or near
a branch office of the financial institution. The devices may
be located in other locations such as retailers or merchants
or other business entities. The devices may be located at
locations proximal to the business locations of retailer or
merchants or other entities. In some embodiments, the
devices 110, 120, and 130 may communicate with each other
over the network.

According to exemplary embodiments, the devices 110,
120, and 130 may have a receptacle for receiving a container
as described herein. For example, the devices 110, 120, and
130 may be configured to receive and mate with containers
190, 192, and 194 (described below). The receptacle may be
configured to receive the container and to communicatively
couple or otherwise interface with the container. The recep-
tacle may receive the container internally to the device 110,
120, and 130. Each device 110, 120, and 130 may have
multiple receptacles to handle multiple containers at one
time.

Network 135 may be a computer based network, with one
or more servers and/or computer processors. For example,
network 135 may be the Internet or a network connected to
the Internet. The network 135 may be a satellite or cellular
based network. Information and data may be exchanged
through the network 135 between the various components of
the system 100. In alternative embodiments, the network
135 may be a local area network within the financial
institution that may be connected to or interface with the
Internet. It should be appreciated that the network 135 may
be a combination of local area networks, wide area net-
works, and external networks, which may be connected to
the Internet.

The processing module 140 may be communicatively
coupled to the network 135. The processing module 140
may perform operations associated with the establishment,
configuration, and application of the programs accordingly
to exemplary embodiments. The processing module 140
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may consist of one or more servers and/or general purpose
computers, each having one or more computer processors
associated therewith.

The processing module 140 may have a database 150
communicatively coupled thereto. The database 150 may
contain data and information used by the system 100. For
example, the database 150 may store account data for
financial institution account holders. Additional information
maybe contained therein related to the operation and admin-
istration of the system 100. The database 150 may include
any suitable data structure to maintain the information and
allow access and retrieval of the information. For example,
the database may keep the data in an organized fashion. The
database 150 may be a database, such as an Oracle database,
a Microsoft SQL Server database, a DB2 database, a
MySQL database, a Sybase database, an object oriented
database, a hierarchical database, a flat database, and/or
another type of database as may be known in the art that may
be used to store and organize rule data as described herein.

The database 150 may be stored in any suitable storage
device. The storage device may include multiple data stor-
age devices. The multiple data storage devices may be
operatively associated with the database 150. The storage
may be local, remote, or a combination thereof with respect
to the database. The database 150 may utilize a redundant
array of disks (RAID), striped disks, hot spare disks, tape,
disk, or other computer accessible storage. In one or more
embodiments, the storage may be a storage area network
(SAN), an internet small computer systems interface (iISCSI)
SAN, a Fiber Channel SAN, a common Internet File System
(CIFS), network attached storage (NAS), or a network file
system (NFS). The database may have back-up capability
built-in. Communications with the database 150 may be
over a network, such as the network 135, or communications
may be over a direct connection between the database 150
and the processing module 140, as depicted in FIG. 1. Data
may be transmitted and/or received from the database 150.
Data transmission and receipt may utilize cabled network or
telecom connections such as an Ethernet RJ15/Category 5
Ethernet connection, a fiber connection, a traditional phone
wireline connection, a cable connection or other wired
network connection. A wireless network may be used for the
transmission and receipt of data.

The system 100 may have other systems 160 associated
therewith. These other systems 160 may include various data
collection and support systems used by the financial insti-
tution to carry out a variety of functions.

The system 100 may include a portable electronic device
or mobile device 170. The portable electronic device 170
may be more than one portable electronic device. The
portable electronic device 170 may be associated with a
customer. The customer may interact with the portable
electronic device through various input means (not shown).
For example, the portable electronic device 170 may have a
display screen to convey information to the customer. The
display may be a color display. For example, the display may
be a Liquid Crystal Display (“LCD”). The portable elec-
tronic device 170 may have one or more input devices
associated with it. For example, the portable electronic
device 170 may have an alpha-numeric keyboard, either
physical or virtual, for receiving input. The portable elec-
tronic device 170 may have a QWERTY style keyboard,
either physical or virtual. The portable electronic device 170
may have a pointing device associated therewith, such as,
for example, a trackball or track wheel. As described above,
the portable electronic device 170 may have communication
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capabilities over both cellular and wireless type networks to
transmit/receive data and/or voice communications.

The portable electronic device 170, by way of non-
limiting examples, may include such portable computing
and communications devices as mobile phones (e.g., cell or
cellular phones), smart phones (e.g., iPhones, Android based
phones, or Blackberry devices), personal digital assistants
(PDAs) (e.g., Palm devices), laptops, netbooks, tablets, or
other portable computing devices. These portable electronic
devices may communicate and/or transmit/receive data over
a wireless signal. The wireless signal may consist of Blu-
etooth, Wireless Application Protocol (WAP), Multimedia
Messaging Service (MMS), Enhanced Messaging Service
(EMS), Short Message Service (SMS), Global System for
Mobile Communications (GSM) based systems, Code Divi-
sion Multiple Access (CDMA) based systems, Transmission
Control Protocol/Internet (TCP/IP) Protocols, or other pro-
tocols and/or systems suitable for transmitting and receiving
data from the portable electronic device. The portable elec-
tronic device may use standard wireless protocols which
may include IEEE 802.11a, 802.11b, 802.11g, and 802.11n.
Such portable electronic devices may be Global Positioning
System (GPS) capable. GPS is a satellite based system
which sends a signal allowing a device to define its approxi-
mate position in a coordinate system on the earth. That is,
the portable electronic device may receive satellite position-
ing data and display the location on the earth of the portable
electronic device using GPS. Other location systems may be
used. The portable electronic device 170 may include one or
more computer processors and be capable of being pro-
grammed to execute certain tasks.

The portable electronic device 170 may establish com-
munications with a server 180. Communications may be
established over the network 135. Upon successful initiation
of communications between the portable electronic device
170 and the server 180, data may be exchanged between the
device 170 and the server 180. Data may be transmitted from
the portable electronic device 170 to the server 180. Data
may be transmitted from the server 180 to the portable
electronic device 170.

According to some embodiments, the portable electronic
device 170 may interact with the devices 110, 120, or 130.
Through the device 110, 120, or 130, the portable electronic
device 170 may interact with the server 180 or other parts of
the system 100. That is, the device 110, 120, or 130 may
serve as an access point to the system 100 for the portable
electronic device 170. For example, a user may conduct one
or more transactions with the device 110, 120, or 130 using
the portable electronic device 170.

It should be appreciated that the server may interact with
other parts of the system 100, such as the devices 110, 120,
and 130, as well as the processing module 140 and the other
systems 160. The server 180 may be a single server or it may
be multiple servers. The server 180 may server a variety of
roles in the system 100. The server 180 may be communi-
catively coupled to the processing module 140. In some
embodiments, the processing module 140 may be a part of
the server 180.

The server 180 may have one or more storage devices
associated therewith. The storage may be local, remote, or a
combination thereof with respect to the server 180. The
storage may utilize a redundant array of disks (RAID),
striped disks, hot spare disks, tape, disk, or other computer
accessible storage. In one or more embodiments, the storage
may be a storage area network (SAN), an Internet small
computer systems interface (iSCSI) SAN, a Fiber Channel
SAN, a common Internet File System (CIFS), network
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attached storage (NAS), or a network file system (NFS). The
storage may have back-up capability built-in. The back-up
capability of the storage may be used to archive image data
for later use. The back-up capability may be used for
recovery of data in the event of a failure of the storage.

As described above, the containers 190, 192, and 194 may
interface or communicatively couple with devices 110, 120,
and 130. Each device 110, 120, and 130 may have a
receptacle or other interface into which the container 190,
192, or 194 may be inserted into or coupled with.

The containers 190, 192, and 194, while depicted as
interfacing with a particular device 110, 120, and 130, may
interface with any of devices 110, 120, and 130. Multiple
containers may interface with a particular device. The con-
tainer may be a container for object according to exemplary
embodiments. The container may be in a variety of shapes
and sizes. For example, the container may be a cash drawer,
an envelope, a cartridge, cassette, cylinder, tube, or a box.
The container may be referred to as a smart cassette or smart
cartridge. The container may be made of a variety of
materials. For example, the container may be plastic or
metal or composite. The container may be highly resistant to
tampering and may have systems to evidence and/or record
tampering attempts.

The receptacle of the device 110, 120, and 130 may be
configured to mate with or accept the container. In some
embodiments, once inserted into the device 110, 120, and
130, the container 190, 192, or 194 may be moved using
mechanical, electrical, electronic, or a combination of sys-
tems from the insertion point to a point for further process-
ing. In some embodiments, the container may remain at the
insertion location for processing. During processing, the
contents of the container may be removed, sorted, and
counted. For example, cash and coins in the container may
be sorted using a cash and coin counter. Following counted,
the bills may be banded into set stacks of a particular amount
and the coins may be rolled into stacks of particular
amounts. In some embodiments, new contents may be
inserted into the container as part of a withdrawal transac-
tion. For example, banded bills and rolled coins may be
inserted into the container. In some embodiments, the with-
drawal may be done with the contents just extracted from the
container.

Once the processing is completed, the device 110, 120,
and 130 may eject the container 190, 192, or 194.

Each container may have an internal volume. The internal
volume may have one or more compartments. For example,
the container may have a compartment for cash, a compart-
ment for change, and a compartment for checks.

Each container may have a computing device associated
therewith. For example, each container may have a com-
puter processor and computer memory, including both tran-
sient and non-transient storage. The computing device may
have an input device and a display screen. For example, the
input device may be a keypad or a number pad. A selection
device may be provided such as a joystick or arrow keys or
a touch pad. The computing device may have wireless
capability and/or may have input ports to accept a wired
connection to a network or other computing device. The
computing device may be powered by an internal battery.
The battery may be charged when the container is commu-
nicatively coupled to a device, such as device 110, 120, or
130.

The container may have a tracking device. For example,
the container may have a GPS capability. The tracking
device may be included as part of the computing device.
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Each container may have a locking system. The locking
system may be electronic or mechanical or a combination
thereof. For example, the locking system may require an
entry of code to unlock and lock the container. In some
embodiments, a key may be required. In some embodiments,
biometrics may be used.

FIG. 2 depicts a flow chart of a method of interfacing with
a financial services device according to exemplary embodi-
ments of the invention. Exemplary method 200 is provided
by way of example, as there are a variety of ways to carry
out the methods disclosed herein. The method 200 as shown
in FIG. 2 may be executed or otherwise performed by one
or a combination of various systems, such as a computer
implemented system.

At block 202, contents are inserted into a container. The
container may be a container 190, 192, and/or 194 as
described above. The contents may be a combination of
cash, coins, and checks. Each different piece of content may
be placed into a compartment in the internal volume of the
container. The container may be associated with an entity.
For example, the entity may be a merchant or business. The
contents may be received in the course of daily activity (e.g.,
business dealings) by the entity. For example, the contents
may be payments received in exchange for goods or services
by the entity. It should be appreciated that the terms cash and
coins may pertain to both United States and foreign cur-
rency. The contents may be a combination of both domestic
and foreign currency, in some embodiments.

In some embodiments, the container may be located at a
financial institution branch or kiosk at a self-service finan-
cial services device as described herein. The container may
be configured for use by a customer for a personal (or a
business) transaction. The customer may approach the
device and select a transaction to be conducted at the device.
In some embodiments, as described herein, the transaction
may be staged in advance using a portable electronic device
or other computer. The customer may be presented with the
container by the device. Instructions may be conveyed to the
customer on how to use the container. The container may
have a code or other identifying labels or marks thereon. The
customer may be requested to input the container marking
code or label marking into the device to pair the customer
with the particular container. In some embodiments, the
container may have a QR code thereon which the customer
may image and then upload the QR code information to the
device. The imaging may be performed using a portable
electronic device associated with the customer. In other
embodiments, the device may automatically associate the
container with the customer conducting the transaction
internally as part of the processing of the transaction.

In some embodiments, the customer, like a business, may
have their own container.

While exemplary embodiments are described with respect
to the container having cash, checks, and coins as contents,
these embodiments are meant to be exemplary and non-
limiting as the container may be used with other contents
with the methods described here. For example, the container,
in addition to or in place of, may contain food stamps,
pharmaceuticals, coupons, used prepaid cards, documents,
financial instruments, memory sticks, gems, and precious
metals. In these embodiments, the receiving device may be
configured to process these types of contents. It should also
be appreciated that the device could be configured to dis-
pense similar contents as described below at block 216.
These additional contents may be used in place of cash,
coins, and checks in any of the embodiments described
herein.
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At block 204, the container is sealed. The sealing may
include locking of the container. The locking may be elec-
tronically performed. A code or other entry may be required
to lock the container. A key may be used to lock the
container. The container may be tamperproof or designed to
withstand some amount of forcible entry attempts. The
container may container a dye pack or other device that is
triggered during an unauthorized entry. The container may
record attempts at unauthorized entry using its computer.
The container may use biometrics, multi-factor authentica-
tion, or other methods to lock (and also open/unlock the
container). The container may use both mechanical and
electronic/electrical systems for locking/sealing.

As part of the sealing, the container may be programmed.
The programming may include entry of information into a
computing device associated with the container. For
example, the container may have a processor and computer
memory along with an input device and a display associated
therewith. In some embodiments, the container may be
remotely interfaced with through a wireless or wired con-
nection. A second computing device may be communica-
tively coupled thereto.

The programming may include, but is not limited to, the
contents of the device, the destination account number, a
withdrawal amount and type of withdrawal, an election of
receipt format (electronic, hard copy, email, text, etc.), and
an authentication code of the person entering the data. In
some embodiments, the container may require input of the
merchant’s name and other information to identify the
contents. In other words, the container may be agnostic and
can be used by anyone with an account at the financial
institution. In other embodiments, the container may be
programmed with that information such that the container is
configured for use by a particular merchant or business. In
other words, the container may be specified for a particular
use. The authentication code may be required to perform
entry into the container’s programming. Different persons at
the entity may have different codes.

The container may have a tracking device associated
therewith. The tracking device may be activated upon lock-
ing of the container. In some embodiments, the tracking
device may be manually actuated.

At block 206, the container is inserted into a device. The
device may be a financial services device, a financial ser-
vices kiosk, or an ATM for example. The device may be
located in or near a branch office of a financial institution.
The entity inserting the container may have one or more
accounts with the financial institution. It should be appre-
ciated that a representative of the entity may insert the
container. In some embodiments, a third party may be
contracted to handle the container and perform the transac-
tion for the entity.

The device may be located at a location of the entity. For
example, the device may be located at the entity’s place of
business. For example, the financial institution may have an
agreement with the entity to allow a financial services kiosk,
according to exemplary embodiments, to be located near or
within the entity’s location. In some embodiments, the
device located at the entity may be a specific device to
receive the container and may have less functionality than a
typical ATM. The device may be located in close proximity
to a group of different entities and thus may serve as a
common drop point for those entities.

In some embodiments, a plurality of devices may be
located in different locations serving as container receipt
points or nodes, such as depicted, for example, in the system
100. The devices may be networked with a central system
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such that each device may be monitored. The device may
transmit a signal upon insertion of a container and process-
ing of the contents thereof. The signal may contain details of
the transaction. The financial institution or a designated third
party representative thereof may periodically service the
device and remove its contents (such as collected currency)
and replenish the device’s contents as well as perform any
required service. For example, an armored car company may
service the devices to collect the contents. In some embodi-
ments, where there are multiple devices at a location, a robot
or other mobile device may be used to service the device and
collect the contents.

The device may have a slot or other input area to accept
the container. The container may be inserted in a particular
way into the device.

As part of the insertion, an authentication may be
required. The person or user inserting the container may be
required to authenticate to the device. In some embodiments,
no authentication may be required from the user since the
container may contain authentication/identity information
itself.

At block 207, in an optional step, after insertion of the
container, if the device is unable to open the container or the
devices senses that the container has been tampered with, the
container may be ejected. The device may make an entry
regarding the discrepancy. This inspection may occur during
the processing of the container. The inspection may occur
prior to removing the contents of the container for process-
ing below. An electronic notification may be sent to a
designated representative of the account holder following
this ejection.

In other embodiments, the device may experience a fault
or error in processing the container due to a fault in the
device’s own system. The device may eject the container if
it is unable to be processed because of a fault or error in
processing the container. The device may transmit a fault or
error code to another location indicating the device’s prob-
lem. Troubleshooting may be performed remotely on the
device.

At block 208, the contents of the container are processed.
The processing may involve the device unlocking and
opening the container. The contents may be extracted by the
device. For example, the cash may be extracted from its
compartment and counted (in some embodiments, the serial
numbers of the cash may be read) and banded/strapped; the
change may be extracted from its compartment and counted
and rolled; and the checks may be extracted from their
compartment and imaged. Foreign currency may be sepa-
rated from domestic currency (i.e., United States currency
may be separated from foreign currency). Other contents
may be processed accordingly based on the item type.

The device may interface or communicatively couple with
the container. The programming may be read. The device
may send an electronic notification that the container has
been inserted and is being processed. The electronic notifi-
cation may be sent to a designated representative of the
merchant or account holder. The electronic notification may
be sent in a variety of formats including email and text
message. In some embodiments, the device, as part of the
processing, may communicate with the financial institution.
The communication may be electronic and may be over a
computer network. The communication may be with a
location of the financial institution remote from the device.
For example, the device may notify the financial institution
that a particular container is being processed. The device
may notify the financial institution of the status and the
results of the processing. The communication may be with
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a computer server associated with the financial institution. In
order to provide this status and reporting of the processing,
the device may be capable of imaging and otherwise record-
ing the processed contents for reporting.

In some embodiments, as part of the processing, currency
and coins may be recycled by the device or marked for
recycling.

In some embodiments, the device may be able to destroy
and produce currency and/or financial instruments. For
example, as part of the processing, the device may report the
processing status and results to the financial institution and
then destroy the contents of the container. In other embodi-
ments, the device may report the processing and then store
the contents for later disposition. In other embodiments, the
device may be capable of producing currency and/or finan-
cial instruments. For example, the device may be able to
print currency and/or financial instruments. The device may
be programmed with logic to calculate its printing/produc-
tion requirements. For example, converting the device may
have too many 100’s of a currency or financial instrument;
20’s may be needed. Accordingly, the device may destroy an
amount of the 100’s and then produce a number of the
needed 20’s. These embodiments may make the device a
self-sufficient and sustaining device to support its merchants
and/or customers.

The processing may occur locally at the device. In some
embodiments, the device may send or transport the container
to another location for processing.

At block 210, the processed contents are compared to an
inventory for a match. The inventory may be stored in the
container. For example, the processed contents may be
compared to the entry in the container’s programming to
ensure a match; the inventory being stored in the computer
associated with the container. In some embodiments, the
inventory may be separate from the container. For example,
the inventory may be entered into the device along with the
container. The inventory may be electronically entered into
the device through an entry mechanism such as a keypad or
keyboard or touchscreen. In some embodiments, the inven-
tory may be transmitted separately from the container and
may be submitted to the device prior to insertion of the
container. For example, the inventory may be electronically
transmitted from a computing device to the device or the
financial institution. The inventory may be emailed or oth-
erwise conveyed to the device or the financial institution.

The inventory may contain an itemized listing of the
contents of the container.

At block 212, if the contents do not match the specified
deposit, the device may return the contents to the container,
reseal, and relock the container or allow the transaction to
continue based on a predetermined preference. The device
may interface with the container and make an entry regard-
ing the discrepancy. The container may be ejected from the
device and the transaction ended. In some embodiments, the
processing may continue with a note being made of the lack
of match. In some embodiments, the account owner may
specify how to handle such situations. For example, prefer-
ences may be configured regarding different situations and
how such situations are handled.

For example, if the contents of the container are short as
compared to the inventory, the entity may specify that the
container is ejected without further processing. If the con-
tainer contents are over the inventory, then the container
may be processed with an annotation on the receipt of the
overage. In some embodiments, the device may provide the
user the option of choosing how to proceed with the trans-
action. In other embodiments, a message, such as an elec-



US 9,460,469 B1

17

tronic message, may be sent to the account owner or a
designated representative of the entity. It should be appre-
ciated that this person may be different from the person
performing the transaction. The message may contain a link
or other instructions to allow a remote action to take place
as to the disposition of the container.

Atblock 214, if the contents match or the preference is set
to continue the processing, the device may check if a
withdrawal is requested.

At block 216, if there is a withdrawal, the appropriate
amount may be dispensed or loaded into the container. The
withdrawal amount may be put into a specific compartment.
The withdrawal compartment may be separate from the
deposit compartment in some embodiments.

The withdrawal, according to some embodiments, may be
entered into the container. In other embodiments, the with-
drawal may be pre-staged with the device. For example, the
withdrawal may be entered into the device before or during
the container insertion. The withdrawal may be remotely
entered into the device using a wireless communication from
a computing device. In other embodiments, the withdrawal
may be entered into the container either remotely or directly.

In some embodiments, the device may print currency. For
example, bills may be printed for dispensing to fulfill an
order request. In other embodiments, certificates of deposit,
bearer bonds, promissory notes, checks, cheques, or other
negotiable instruments may be dispensed as part of the
withdrawal. These may be specified on the withdrawal
request. In some embodiments, negotiable instruments other
than currency may be dispensed due to a shortage of bills in
the device.

As described above, the device may dispense food
stamps, coupons, prepaid cards, documents, financial instru-
ments, memory sticks, gems, and precious metals.

At block 218, a receipt is generated. The device may
provide a receipt. The receipt may be placed into the
container. The receipt may be provided electronically to a
designated address or phone number of a designated repre-
sentative of the account holder. For example, an email or text
message may be sent containing the receipt. In some
embodiments, the receipt may be printed by the device. In
some embodiments, any shortages or overages may be noted
on the receipt.

At block 220, the container is ejected. The container may
be ejected from the device, once it is sealed.

FIG. 3A depicts an internal view of container in accor-
dance with an exemplary embodiment. The container 302 is
meant to be exemplary and non-limiting. The container 302
may have a set of dimensions. The dimensions may include
adepth 304, a width 306, and a height 308. The depth, width,
and height provide a three dimensional volume. The volume
may be used to accommodate objects such as cash, currency,
and or checks. Accordingly, the dimensions may be sized to
accommodate those objects. It should be appreciated that in
other applications, the dimensions may be altered to accom-
modate the objects contained therein. Furthermore, the vol-
ume may be sized to accommodate the needs of the user. For
example, a large business may have large deposits requiring
a container than can hold large sums of cash and coins.
Conversely, a smaller merchant may need a smaller con-
tainer since the smaller merchant has less business volume.

The internal volume of the container may have three
sections or compartments 310, 312, and 314. It should be
appreciated that more or less internal compartments may be
present. Each compartment may have a specific use. The
compartments may be labeled, as shown at 316, 318, and
320. For example, the labels may be “Checks,” “Cash,” and
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“Coins.” It should be appreciated that the labels are exem-
plary and non-limiting as the container may have a variety
of possible contents. Each set of contents may be located in
its own compartment. Furthermore, the container may have
more or less than three compartments. The contents may be
stacked in each compartment in a vertical direction. The
coins may be loose or may be in rolls. In exemplary
embodiments, any withdrawal amounts may be placed in the
corresponding compartment by the device.

The container 302 is shown in an open state with the
internal volume exposed. FIG. 3B depicts an external view
of container in accordance with an exemplary embodiment.
The container 302 is depicted in a closed state. A cover 322
may enclose the internal volume. FIG. 3A is depicted with
the cover 322 completely removed. The cover 322 may be
a door or other covering that secures onto the container 302.
Accordingly, the cover 322 may be attached in a movable
and/or removable manner to the container 302. For example,
the cover 322 may hinge or slide to open. The cover may
have one or more see through portions to enable viewing of
the contents.

In some embodiments, another access may be provided to
the container 302 to facilitate use in the device to interact
with the container 302. For example, a side access port or
ports 324 may be provided. There may be a side access port
324 on each side (in FIG. 3B only the one side is visible).
This side access 324 may be used by the device to access the
internal volume. This side access 324 may be secured in
such a manner that a user cannot access and it is machine
accessible only. For example, the side access may be
mechanically and electronically secured and interfaced such
that a machine is required to access. It should be appreciated
that the side access port(s) 324 may be optional as the device
may access the container 302 through the cover 322. In some
embodiments, the cover 322 may have one or more access
ports for use by the device (not shown).

A locking mechanism 326 may secure the cover 322. The
locking mechanism 326 may be mechanical or electronic or
electrical or a combination thereof. The locking mechanism
326 may use biometrics. The locking mechanism 326 may
have an input device 328 associated therewith for entry of a
code or biometric identifier. The locking mechanism 326
may be tamperproof.

The container 302 may have a computing device 330
integrally configured therewith. The computing device 330
may have a display 332 and an entry section 334.

A set of contacts 336 may provide for interface with the
device. The contacts 336 are exemplary and non-limiting as
there are other positions and contact types that may be used
to interface with the device.

As part of the computing device 330 there may be a
tracking device 338. The tracking device 338 may record
movement and position of the container 302. The tracking
device 338 may be a Global Positioning System (GPS)
device. The tracking device 338 may be internal to the
computing device 330. In some embodiments, the tracking
device 338 may be interfaced with by a user through the
computing device 330.

The container 302 may be made from a variety of mate-
rials, including plastics, metals, alloys, composites, and
combinations thereof. For example, the container 302 may
be a combination of plastic and a lightweight metal or
composite, such as aluminum or steel or carbon fiber. Kevlar
may be used for reinforcing the container 302 for security.
The container 302 may be waterproof and/or fireproof. The
container 302 may contain a dye pack or other mechanism
to deter unauthorized access to the contents.
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FIG. 4 depicts an external view of container in accordance
with an exemplary embodiment. The container 402 may be
a cylinder as depicted. The container 402 may be used as
part of a tube system for performing transactions. A financial
institution may have a location with one or more tube
receptacles. The container 402 may be placed into one of
these receptacles. The receptacle may have contacts for
interfacing with the container 402. The container 402 may
then be transported to a location, internal to the receptacle,
for opening and processing of its contents. The transport
may be pneumatic, electronic, magnetic, or other systems.
The receptacles may be located at a branch of the financial
institution. In some embodiments, the receptacles may be
part of a financial services device, such as an ATM.

Each business or entity may have series of containers 402.
Once dropped off for processing, the particular container
402 may be kept by the financial institution. A replacement
container may be picked up following the drop off Once
processed, the container 402 may be returned to the business
or entity. A message may be transmitted indicating the
container is ready. In some embodiments, the container may
be specific to a particular entity. In other embodiments, the
container may be accepted, processed, and returned in a
single transaction.

In some embodiments, the container 402 may be used by
a customer at a drive through or other self-service location.
The container may be provided by a financial transaction
device for the customer to insert a deposit into. The deposit
may consist of a combination of cash, coins, and checks. The
customer may load the container, reseal the container, and
insert the container into the financial transaction device. The
contents of the container may be processed as described
above. A receipt may be provided. The customer may
specify a withdrawal. The contents of the desired withdrawal
may be inserted into the container and returned to the
customer. The process may be entirely automated.

The container 402 may be manually or automatically
processed. The container 402 may be used to deposit cash,
checks, and coins.

According to exemplary embodiments, the container 402
may have similar characteristics as described for the con-
tainer 302 above. The cover 422 may be a covering that
secures onto the container 402 at the upper portion of the
container body 440. Accordingly, the cover 422 may be
attached in a movable and/or removable manner to the
container 402. For example, the cover 422 may be a lid
configuration. The device may access the container 402
through the cover 422. In some embodiments, the cover 422
may have one or more access ports for use by the device (not
shown). For example, the cover 422 may be configured to
mate or dock with the device in order to transfer the contents
of'the container to the device for processing. The device may
remove the cover 422 or access the contents through an
access port in the cover 422. The device may insert any
contents into the container 402 through the cover 422 or
directly into the container 402 with the cover removed and
then the device may reseal the cover 422 to the container
402.

In some embodiments, another access may be provided to
the container 402 to facilitate use in the device to interact
with the container 402. In some embodiments, the container
402 may have a bottom portion 442. The bottom portion 442
may be removably attached to the lower or bottom portion
of the container body 440. For example, the bottom portion
442 may be a lid in the same manner as the cover 422. The
device may access the container 402 through the cover 442.
For example, the bottom portion 442 may be configured to
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mate or dock with the device in order to transfer the contents
of'the container to the device for processing. The device may
remove the bottom portion 442 or access the contents
through an access port in the bottom portion 442. The device
may insert any contents into the container 402 through the
bottom portion 442 or directly into the container 402 with
the bottom portion removed and then the device may reseal
the bottom portion 442 to the container 402. In some
embodiments, the device may access the container body 440
(and hence the contents of the container 402) through both
the bottom portion 442 and the cover 422.

A locking mechanism 426 may secure the cover 422. The
locking mechanism 426 may be mechanical or electronic or
electrical or a combination thereof. The locking mechanism
426 may use biometrics. The locking mechanism 426 may
have an input device 428 associated therewith for entry of a
code or biometric identifier. The locking mechanism 426
may be tamperproof.

In a similar manner, the bottom portion 442 may have a
locking mechanism 444 with an input device 446. These
may be similar to the locking mechanism 426 and the input
device 428 described above. In some embodiments, the
locking mechanism 444 and the input device 446 may be
different in configuration than the locking mechanism 426
and the input device 428. The bottom portion 442 may be
accessed by different entities than the cover 422. For
example, the device and the financial institution may be able
to access both the cover 422 and the bottom portion 442
through their respective locking mechanisms while a cus-
tomer or merchant may only be able to access the cover 422.

The container 402 may have a computing device 430
integrally configured therewith. The computing device 430
may have a display 432 and an entry section 434.

A set of contacts 436 may provide for interface with the
device. The contacts 436 are exemplary and non-limiting as
there are other positions and contact types that may be used
to interface with the device. A similar set of contacts 448
may be located on the bottom portion (shown in dashed lines
in FIG. 4).

As part of the computing device 430 there may be a
tracking device 438. The tracking device 438 may record
movement and position of the container 402. The tracking
device 438 may be a Global Positioning System (GPS)
device. The tracking device 438 may be internal to the
computing device 430. In some embodiments, the tracking
device 438 may be interfaced with by a user through the
computing device 430.

The container 402 may be made from a variety of mate-
rials, including plastics, metals, alloys, composites, and
combinations thereof. For example, the container 402 may
be a combination of plastic and a lightweight metal or
composite, such as aluminum or steel or carbon fiber. Kevlar
may be used for reinforcing the container 402 for security.
The container 402 may be waterproof and/or fireproof. The
container 402 may contain a dye pack or other mechanism
to deter unauthorized access to the contents. The container
body 440 may be transparent to enable observation of the
contents from external to the container. The cover 422 and
the bottom portion 442 may be made of different materials
than the body 440 and in exemplary embodiments may be
opaque. In some embodiments, the container body 440 may
be opaque. The container 402 may be color coded or have
labels with identifying marks or codes to enable one con-
tainer to be distinguished from another container. The con-
tainer 402 may be electronically tagged.

FIGS. 5A and 5B depict a flow chart of a method of
interfacing with a financial services device according to
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exemplary embodiments of the invention. Exemplary
method 500 is provided by way of example, as there are a
variety of ways to carry out the methods disclosed herein.
The method 500 as shown in FIG. 5 may be executed or
otherwise performed by one or a combination of various
systems, such as a computer implemented system.

At block 502, contents are inserted into a container. The
container may be a container 190, 192, and/or 194 as
described above. The container may be a cash drawer
configured to interface with a point of sale device. The
contents may be a combination of cash and coins. The cash
may be banded/strapped or loose or a combination thereof.
The coins may be rolled or loose or a combination thereof.
Each different piece of content may be placed into a com-
partment in the internal volume of the container. The con-
tainer may be associated with an entity. For example, the
entity may be a merchant or business. The contents may be
inserted by a device according to exemplary embodiments.
The contents may be inserted into the container for use by
an employee of the entity in their daily course of business
during the employee’s shift. The amount of the contents may
be predetermined. In some embodiments, the employee may
specify the amount of the contents.

The device may be a financial services device or a
financial services kiosk or a transaction device. The device
may be located at a location of the entity. For example, the
device may be located at the entity’s place of business. For
example, the financial institution may have an agreement
with the entity to allow the device, according to exemplary
embodiments, to be located within the entity’s location.

In some embodiments, a plurality of devices may be
located in different locations serving as container receipt
points or nodes at the entity, such as depicted, for example,
in the system 100. The devices may be networked with a
central system such that each device may be monitored. The
device may transmit a signal upon insertion of a container
and processing of the contents thereof. The signal may
contain details of the transaction. The financial institution or
a designated third party representative thereof may periodi-
cally service the device and remove its contents (such as
collected currency) and replenish the device’s contents as
well as perform any required service. For example, an
armored car company may service the devices to collect the
contents. In some embodiments, where there are multiple
devices at a location, a robot or other mobile device may be
used to service the device and collect the contents. The
location may have a central device and a series of satellite
devices. The central device may serve as the server side and
the satellite devices may be the client side.

The device may have a slot or other input area to accept
the container. The container may be inserted in a particular
way into the device.

As part of the insertion, an authentication may be
required. The person or user inserting the container or
desired to use the container may be required to authenticate
to the device. In some embodiments, no authentication may
be required from the user since the container may contain
authentication/identity information itself.

It should be appreciated that the terms cash and coins may
pertain to both United States and foreign currency. The
contents may be a combination of both domestic and foreign
currency, in some embodiments.

While exemplary embodiments are described with respect
to the container having cash and coins as contents, these
embodiments are meant to be exemplary and non-limiting as
the container may be used with other contents with the
methods described here. For example, the container, in
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addition to or in place of, may contain food stamps, coupons,
prepaid cards, documents, financial instruments, memory
sticks, gems, and precious metals. The contents may be
determined by the type of entity and the needs during the
course of business.

At block 504, the container is sealed. The sealing may
include locking of the container. The locking may be elec-
tronically performed by the device. The locking may involve
a code or biometrics that is associated with the employee so
that only that employee (or their supervisor(s) may unlock
the container). The container may be tamperproof or
designed to withstand some amount of forcible entry
attempts. The container may container a dye pack or other
device that is triggered during an unauthorized entry. The
container may record attempts at unauthorized entry using
its computer. The container may use multi-factor authenti-
cation, or other methods to lock (and also open/unlock the
container). The container may use both mechanical and
electronic/electrical systems for locking/sealing.

As part of the sealing, the container may be programmed.
The programming may include entry of information into a
computing device associated with the container. For
example, the container may have a processor and computer
memory along with an input device and a display associated
therewith. In some embodiments, the container may be
remotely interfaced with through a wireless or wired con-
nection. A second computing device may be communica-
tively coupled thereto.

The programming may include, but is not limited to, the
contents of the device, the destination, and an authentication
code of the employee.

The container may have a tracking device associated
therewith. The tracking device may be activated upon lock-
ing of the container. In some embodiments, the tracking
device may be manually actuated.

At block 506, the container is inserted into a point of sale
(POS) device. The container may be inserted by the
employee. The POS device may interface with the container.

At block 507, in an optional step, after insertion of the
container, if the POS device is unable to open the container
or the devices senses that the container has been tampered
with, the container may be ejected. The POS device may
make an entry regarding the discrepancy. This inspection
may occur during the processing of the container. The
inspection may occur prior to removing the contents of the
container as described above at block 506.

In other embodiments, the POS device may experience a
fault or error in processing the container due to a fault in the
POS device’s own system. The POS device may eject the
container if it is unable to be processed because of a fault or
error in processing the container. The POS device may
transmit a fault or error code to another location indicating
the device’s problem. Troubleshooting may be performed
remotely on the POS device.

At block 508, the contents of the container are extracted.
The contents may be inventoried and then distributed for use
by the POS device. For example, the contents may be
distributed to a cash drawer by the POS device. In some
embodiments, the container may serve as the cash drawer.
The processing may involve the POS device unlocking and
opening the container. For example, the cash may be
extracted from its compartment; the change may be
extracted from its compartment. The POS device may com-
pare the contents with the inventory programmed into the
container. In the event of a discrepancy, the POS device may
alert the employee and/or eject the container.
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The POS device may interface or communicatively
couple with the container. The POS device may send an
electronic notification that the container has been inserted.
The electronic notification may be sent in a variety of
formats including email and text message.

At block 510, the container is ejected from the POS
device. The container may be ejected following the end of
the business day or the employee’s shift. In some embodi-
ments, the container may be ejected once it is full since the
container has a finite volume. The POS device may load and
seal/lock the container. The POS device may record the
contents of the container such as the amount of cash, coins,
checks, and/or other items present in the container. This may
be the inventory of the container. The contents may be
monies earned during the business day.

At block 512, the container is inserted into the device. The
device may the same device described above at block 502.
As part of the insertion, an authentication may be required.
The employee inserting the container may be required to
authenticate to the device. In some embodiments, no authen-
tication may be required from the employee since the
container may contain authentication/identity information
itself.

At block 513, in an optional step, after insertion of the
container, if the device is unable to open the container or the
devices senses that the container has been tampered with, the
container may be ejected. The device may make an entry
regarding the discrepancy. This inspection may occur during
the processing of the container. The inspection may occur
prior to removing the contents of the container for process-
ing below.

In other embodiments, the device may experience a fault
or error in processing the container due to a fault in the
device’s own system. The device may eject the container if
it is unable to be processed because of a fault or error in
processing the container. The device may transmit a fault or
error code to another location indicating the device’s prob-
lem. Troubleshooting may be performed remotely on the
device.

At block 514, the contents of the container are processed.
The processing may involve the device unlocking and
opening the container. The contents may be extracted by the
device. For example, the cash may be extracted from its
compartment and counted (in some embodiments, the serial
numbers of the cash may be read) and banded/strapped; the
change may be extracted from its compartment and counted
and rolled; and the checks may be extracted from their
compartment and imaged. Checks may be in the container as
a result of receipt in the course of business. Foreign currency
may be separated from domestic currency (i.e., United States
currency may be separated from foreign currency). Other
contents may be processed accordingly based on the item
type. The contents may be stored in the device. In this
manner, the device may serve as a safe for storing the
contents for the entity.

At block 516, the processed contents are compared to the
inventory for a match. For example, the processed contents
may be compared to the entry in the container’s program-
ming to ensure a match; the inventory being stored in the
computer associated with the container. The inventory may
contain an itemized listing of the contents of the container.

The device may interface or communicatively couple with
the container. The programming may be read. The device
may send an electronic notification to the merchant that the
container has been inserted and is being processed. The
electronic notification may be sent in a variety of formats
including email and text message. The notification may be
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sent to a designated representative of the entity, such as a
manager, supervisor, accountant, or CFO. Multiple persons
may receive the notification.

At block 518, if the contents do not match the specified
deposit, the device may return the contents to the container,
reseal, and relock the container or allow the transaction to
continue based on a predetermined preference. The device
may interface with the container and make an entry regard-
ing the discrepancy. The container may be ejected from the
device. In some embodiments, the processing may continue
with a note being made of the lack of matching. In some
embodiments, the rules may specify how to handle such
situations. For example, preferences may be configured
regarding different situations and how such situations are
handled.

For example, if the contents of the container are short as
compared to the inventory, the entity may specify that the
container is ejected without further processing. If the con-
tainer contents are over the inventory, then the container
may be processed with an annotation on the receipt of the
overage. In some embodiments, the device may provide
options of choosing how to proceed with the transaction. In
other embodiments, a message, such as an electronic mes-
sage, may be sent to the designated representative of the
entity, as described above. It should be appreciated that this
person may be different from the person performing the
transaction. The message may contain a link or other instruc-
tions to allow a remote action to take place as to the
disposition of the container.

At block 520, a receipt is generated. The device may
provide a receipt. The receipt may be provided electronically
to a designated representative of the entity. For example, an
email or text message may be sent containing the receipt.
The receipt may also be provided to the employee perform-
ing the transaction. In some embodiments, the receipt may
be printed by the device. In some embodiments, any short-
ages or overages may be noted on the receipt.

At block 522, the container is ejected. The container may
be ejected from the device. The container may now be ready
for subsequent use. In some embodiments, the container
may be stored in the device. The container may then be
reloaded upon a command to do so and then dispensed. In
some embodiments, the container is ejected and then stored
outside of the device.

The preceding method may be conducted by a third party
in place of the employee. As described above, in some
embodiments, the containers may be serviced and handled
by a third party. The third party may be an armored car
company or similar entity. For example, a third party may
handle, distribute, collect, and process containers for one or
more business locations. The third party may have one or
more devices capable of processing the containers. For
example, an armored truck or other vehicle may be outfitted
with one or more devices to process and handle the con-
tainers. In some embodiments, the third party may transport
the containers from the business location to the financial
institution for processing. In other embodiments, the third
party may pick-up and distribute the containers from busi-
ness locations and handle and process the containers at
another location. For example, the third party may have a
central receiving site to which containers are processed by
one or more devices located at the central receiving site.

In exemplary embodiments, the third party may convey
contents processed from containers, such as currency and
coins, to the financial institution. The financial institution
may provide the third party with currency and coins to load
into containers. In some embodiments, the third party may
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use one or more containers to transfer currency, coins,
checks, and other financial instruments to the financial
institution. The third party may receive currency and coins
in the container.

In certain embodiments, the containers may be capable of
communicating with the third party as to the container’s
status. For example, if the container is full and needs
processed, the container may communicate to the third party
this status. The third party may then proceed to the contain-
er’s location to pick-up and process the container. The
communication may be over a computer network and/or
over a cellular network and/or over a wireless network.
Other methods of communication may be used. In some
embodiments, the container may communicate through a
point of sale device or other device to which the container
is interfaced. The container may communicate with the
financial institution in a similar manner. The container may
communicate with both the financial institution and the third
party. In some embodiments, each container may be the
property of the financial institution. In other embodiments,
the container may be the property of the third party.

Hereinafter, aspects of implementation of the exemplary
embodiments will be described. As described above, the
method of the invention may be computer implemented as a
system. The system of the invention or portions of the
system of the invention may be in the form of a “processing
machine,” for example. As used herein, the term “processing
machine” is to be understood to include at least one pro-
cessor that uses at least one memory. The at least one
memory stores a set of instructions. The instructions may be
either permanently or temporarily stored in the memory or
memories of the processing machine. The processor
executes the instructions that are stored in the memory or
memories in order to process data. The set of instructions
may include various instructions that perform a particular
task or tasks, such as those tasks described above in the
flowcharts. Such a set of instructions for performing a
particular task may be characterized as a program, software
program, or simply software.

The description of exemplary embodiments describes
servers, portable electronic devices, and other computing
devices that may include one or more modules, some of
which are explicitly depicted in the figures, others are not.
As used herein, the term “module” may be understood to
refer to executable software, firmware, hardware, and/or
various combinations thereof. It is noted that the modules
are exemplary. The modules may be combined, integrated,
separated, and/or duplicated to support various applications.
Also, a function described herein as being performed at a
particular module may be performed at one or more other
modules and/or by one or more other devices (e.g., servers)
instead of or in addition to the function performed at the
particular module. Further, the modules may be imple-
mented across multiple devices and/or other components
local or remote to one another. Additionally, the modules
may be moved from one device and added to another device,
and/or may be included in both devices. It is further noted
that the software described herein may be tangibly embodied
in one or more physical media, such as, but not limited to,
a compact disc (CD), a digital versatile disc (DVD), a floppy
disk, a hard drive, read only memory (ROM), random access
memory (RAM), as well as other physical media capable of
storing software, and/or combinations thereof. Moreover,
the figures illustrate various components (e.g., servers, por-
table electronic devices, client devices, computers, etc.)
separately. The functions described as being performed at
various components may be performed at other components,
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and the various components may be combined and/or sepa-
rated. Other modifications also may be made.

According to exemplary embodiments, the systems and
methods may be computer implemented using one or more
computers, incorporating computer processors. The com-
puter implementation may include a combination of soft-
ware and hardware. The computers may communicate over
a computer based network. The computers may have soft-
ware installed thereon configured to execute the methods of
the exemplary embodiments. The software may be in the
form of modules designed to cause a computer processor to
execute specific tasks. The computers may be configured
with hardware to execute specific tasks. As should be
appreciated, a variety of computer based configurations are
possible.

The processing machine described above may also utilize
any of a wide variety of other technologies including a
special purpose computer, a computer system including a
microcomputer, mini-computer or mainframe for example, a
programmed microprocessor, a micro-controller, a PICE
(peripheral integrated circuit element), a CSIC (Customer
Specific Integrated Circuit) or ASIC (Application Specific
Integrated Circuit) or other integrated circuit, a logic circuit,
a digital signal processor, a programmable logic device such
as a FPGA, PLD, PLA or PAL, or any other device or
arrangement of devices for example capable of implement-
ing the steps of the process of the invention.

It is appreciated that in order to practice the method of the
invention as described above, it is not necessary that the
processors and/or the memories of the processing machine
be physically located in the same geographical place. For
example, each of the processors and the memories and the
data stores used in the invention may be located in geo-
graphically distinct locations and connected so as to com-
municate in any suitable manner. Additionally, it is appre-
ciated that each of the processor and/or the memory and/or
data stores may be composed of different physical pieces of
equipment. Accordingly, it is not necessary that the proces-
sor be one single piece of equipment in one location and that
the memory be another single piece of equipment in another
location. For example, it is contemplated that the processor
may be two or more pieces of equipment in two or more
different physical locations. These two or more distinct
pieces of equipment may be connected in any suitable
manner. Additionally, the memory may include two or more
portions of memory in two or more physical locations.
Additionally, the data storage may include two or more
components or two or more portions of memory in two or
more physical locations.

To explain further, processing as described above is
performed by various components and various memories.
However, it is appreciated that the processing performed by
two distinct components as described above may, in accor-
dance with a further embodiment of the invention, be
performed by a single component. Further, the processing
performed by one distinct component as described above
may be performed by two distinct components. In a similar
manner, the memory storage performed by two distinct
memory portions as described above may, in accordance
with a further embodiment of the invention, be performed by
a single memory portion. Further, the memory storage
performed by one distinct memory portion as described
above may be performed by two memory portions. It is also
appreciated that the data storage performed by two distinct
components as described above may, in accordance with a
further embodiment of the invention, be performed by a
single component. Further, the data storage performed by
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one distinct component as described above may be per-
formed by two distinct components.

Further, various technologies may be used to provide
communication between the various processors and/or
memories, as well as to allow the processors and/or the
memories of the invention to communicate with any other
entity; e.g., so as to obtain further instructions or to access
and use remote memory stores, for example. Such technolo-
gies used to provide such communication might include a
network, such as a computer network, for example, the
Internet, Intranet, Extranet, LAN, or any client server system
that provides communication of any capacity or bandwidth,
for example. Such communications technologies may use
any suitable protocol such as TCP/IP, UDP, or OS], for
example. It should be appreciated that examples of computer
networks used in the preceding description of exemplary
embodiments, such as the Internet, are meant to be non-
limiting and exemplary in nature.

As described above, a set of instructions is used in the
processing of the invention. The set of instructions may be
in the form of a program or software. The software may be
in the form of system software or application software, for
example. The software might also be in the form of a
collection of separate programs, a program module within a
larger program, or a portion of a program module, for
example. The software used might also include modular
programming in the form of object oriented programming or
any other suitable programming form. The software tells the
processing machine what to do with the data being pro-
cessed.

Further, it is appreciated that the instructions or set of
instructions used in the implementation and operation of the
invention may be in a suitable form such that the processing
machine may read the instructions. For example, the instruc-
tions that form a program may be in the form of a suitable
programming language, which is converted to machine
language or object code to allow the processor or processors
to read the instructions. For example, written lines of
programming code or source code, in a particular program-
ming language, are converted to machine language using a
compiler, assembler or interpreter. The machine language is
binary coded machine instructions that are specific to a
particular type of processing machine, e.g., to a particular
type of computer, for example. The computer understands
the machine language.

Any suitable programming language may be used in
accordance with the various embodiments of the invention.
Iustratively, the programming language used may include
assembly language, Ada, APL, Basic, C, C++, C#, COBOL,
dBase, Forth, Fortran, Java, Modula-2, Pascal, Prolog,
Python, REXX, Ruby, Visual Basic, and/or JavaScript, for
example. Further, it is not necessary that a single type of
instructions or single programming language be utilized in
conjunction with the operation of the system and method of
the invention. Rather, any number of different programming
languages may be utilized as is necessary or desirable.

Also, the instructions and/or data used in the practice of
the invention may utilize any compression or encryption
technique or algorithm, as may be desired. An encryption
module might be used to encrypt data. Further, files or other
data may be decrypted using a suitable decryption module,
for example.

As described above, the invention may illustratively be
embodied in the form of a processing machine, including a
computer or computer system, for example, that includes at
least one memory. It is to be appreciated that the set of
instructions, e.g., the software for example, which enables
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the computer operating system to perform the operations
described above, may be contained on any of a wide variety
of computer readable media, as desired. Further, the data for
example processed by the set of instructions might also be
contained on any of a wide variety of media or medium. For
example, the particular medium, e.g., the memory in the
processing machine, utilized to hold the set of instructions
and/or the data used in the invention may take on any of a
variety of physical forms or transmissions, for example.
Tlustratively, the medium may be in the form of paper, paper
transparencies, a compact disk, a DVD, an integrated circuit,
a hard disk, a floppy disk, an optical disk, a magnetic tape,
aRAM, aROM, a PROM, a EPROM, a wire, a cable, a fiber,
communications channel, a satellite transmissions or other
remote transmission, as well as any other medium or source
of data that may be read by the processors of the invention.

Further, the memory or memories used in the processing
machine that implements the invention may be in any of a
wide variety of forms to allow the memory to hold instruc-
tions, data, or other information, as is desired. Thus, the
memory might be in the form of a database to hold data. The
database might use any desired arrangement of files such as
a flat file arrangement or a relational database arrangement,
for example.

In the system and method of the invention, a variety of
“user interfaces” may be utilized to allow a user to interface
with the processing machine or machines that are used to
implement the invention. As used herein, a user interface
includes any hardware, software, or combination of hard-
ware and software used by the processing machine that
allows a user to interact with the processing machine. A user
interface may be in the form of a dialogue screen for
example. A user interface may also include any of a mouse,
touch screen, keyboard, voice reader, voice recognizer,
dialogue screen, menu box, list, checkbox, toggle switch, a
pushbutton or any other device that allows a user to receive
information regarding the operation of the processing
machine as it processes a set of instructions and/or provide
the processing machine with information. Accordingly, the
user interface is any device that provides communication
between a user and a processing machine. The information
provided by the user to the processing machine through the
user interface may be in the form of a command, a selection
of data, or some other input, for example.

As discussed above, a user interface is utilized by the
processing machine that performs a set of instructions such
that the processing machine processes data for a user. The
user interface is typically used by the processing machine
for interacting with a user either to convey information or
receive information from the user. However, it should be
appreciated that in accordance with some embodiments of
the system and method of the invention, it is not necessary
that a human user actually interact with a user interface used
by the processing machine of the invention. Rather, it is
contemplated that the user interface of the invention might
interact, e.g., convey and receive information, with another
processing machine, rather than a human user. Accordingly,
the other processing machine might be characterized as a
user. Further, it is contemplated that a user interface utilized
in the system and method of the invention may interact
partially with another processing machine or processing
machines, while also interacting partially with a human user.

While the embodiments have been particularly shown and
described within the framework of financial services
devices, it will be appreciated that variations and modifica-
tions may be effected by a person of ordinary skill in the art
without departing from the scope of the invention. Further-
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more, one of ordinary skill in the art will recognize that such
processes and systems do not need to be restricted to the
specific embodiments described herein. Other embodiments,
combinations of the present embodiments, and uses and
advantages of the present invention will be apparent to those
skilled in the art from consideration of the specification and
practice of the invention disclosed herein. The specification
and examples should be considered exemplary.

What is claimed is:

1. An apparatus, comprising:

a cylindrical container having an internal volume, the
internal volume being configured to hold one or more
of cash, coins, and checks;

a locking cover for sealing the container, wherein the
locking cover is tamperproof;

a computer processor comprising computer memory, a
display, and an input device integral to the container;

a tracking system integral to the container; and

the container being configured to engage with a financial
services device through a receptacle comprising a tube,
and establish an interface between the container and the
financial services device during the mating such that
the contents of the container are removed and pro-
cessed by the financial services device.

2. The apparatus of claim 1, the container being further

configured to engage with a point of sale device.

3. A financial services device, comprising:

a processor; and

a memory comprising computer-readable instructions
which when executed by the processor cause the pro-
cessor to perform the steps comprising:
receiving a container from a business entity, wherein

the container has an internal volume and is config-

ured to hold contents comprising one or more of

cash, coins, and checks and the container is received

into a receptacle at the financial services device;
extracting the contents;
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processing the contents;

verifying the contents of the container with an inven-
tory of the contents; and

gjecting the container upon the contents not matching
the inventory.

4. The system of claim 3, wherein the inventory is
received electronically and separately from the container.

5. The system of claim 4, wherein the inventory is
received prior to the receipt of the container by the financial
services device.

6. The system of claim 3, wherein the inventory is stored
in the container.

7. The system of claim 6, wherein the container stores the
inventory electronically.

8. The system of claim 3, further comprising:

interfacing electronically with the container.

9. The system of claim 3, further comprising:

transmitting, electronically, a receipt following the pro-

cessing of the contents.
10. The system of claim 3, wherein the financial services
device is an automated teller machine.
11. The system of claim 3, wherein the financial service
device is located at a branch of a financial institution.
12. The system of claim 3, wherein the financial services
device is located at a location of the business entity.
13. The system of claim 3, wherein the financial service
device is located proximate to a location of the business
entity but separate and apart from a branch of a financial
institution.
14. The system of claim 3, further comprising:
receiving, electronically, a withdrawal request for one or
more of cash and coins from the business entity; and

inserting the one or more of cash and coins into the
container in response to the withdrawal request prior to
gjecting the container following processing of the con-
tents.



